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Abstract—The current security method of Internet-of-Vehicles
(IoV) systems is rare, which makes it vulnerable to various
attacks. The malicious and unauthorized nodes can easily invade
the IoV systems to destroy the integrity, availability, and con-
fidentiality of information resources shared among vehicles.
Indeed, access control mechanism can remedy this. However, as
a static method, it cannot timely response to these attacks. To
solve this problem, we propose an intelligent edge-chain-enabled
access control framework with vehicle nodes and roadside units
(RSUs) in this study. In our scenario, vehicle nodes act as
lightweight nodes, whereas RUSs serve as full and edge nodes
to provide access control services. Considering the low accu-
racy of risk prediction due to limited training sets, we leverage
a generative adversarial networks (GANs) to convert the risk
prediction to a sequence generation. Moreover, aiming at the
problems of gradient disappearance and mode collapse existed
in the original GANs, we devise a Wasserstein combined GANs
(WCGANs). Simulation results demonstrate that WCGAN has
higher prediction accuracy than the original GANs. Additionally,
it can also improve the accuracy of access control of risk
prediction-based access control (RPBAC) model.

Index Terms—Access control, blockchain, edge computing
(EC), generative adversarial networks (GANs), Internet of
Vehicles (IoV).
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I. INTRODUCTION

INTERNET of Vehicles (IoV) utilizes effective
wireless communication to share information among

vehicles [1]–[3], which helps to achieve self-driving and
maintain the traffic safety [4], [5]. Recently, a green-car
report finds that the amounts of vehicles exceed one billion
and is expected to reach two billion by 2035 [6], [7]. As
explosive on-road devices are connecting to Internet, com-
munication security becomes a big issue. As we know, the
communication security method of current IoV devices is rare,
making it easy to be attacked. Such malicious attacks include
replay, camouflage, message tampering attacks, etc., [8]. The
attacked IoV devices may rise potential risks, such as critical
electronic control unit hacking and control, untrustworthy
messages from attacked devices. Meanwhile, due to the
pervasive distribution and mobility features of vehicles, the
current centralized cloud model is difficult to expand through
massive weak devices [9]. Moreover, the communication
distance between IoV devices and clouds is relatively long,
which may consume amounts of bandwidth, time and energy.
The cloud server is a bottleneck of current IoV networks. A
single failure of the server will disrupt the entire network.
Therefore, it is critical to prevent unauthorized access to the
IoV ecosystems on a large-scale area, which is one of the
motivations of this article.

On the other hand, in our previous work, we have integrated
blockchain and smart contracts capabilities into the intelligent
edge computing (EC) framework as the foundations [10], [11].
The goal is to develop a resource-oriented and blockchain-
embedded edge Internet-of-Things (IoT) framework named
edge chain to provide the quality of experience services for
IoT devices and to control their behaviors. In our intelligent
edge-chain ecosystems, EC provides a possible solution by
pushing more resources to the edge, including intelligence,
networking, computing, and storage resources. The IoT appli-
cations that are delay sensitive, data sensitive, and bandwidth
constrained can benefit from it. In addition, for the sake of
resource and jurisdiction constraints, edge nodes cannot pro-
vide comprehensive services for IoT devices [12]. Therefore,
blockchain can bring in a decentralized edge cloud solution, in
which applications perform operations without a trusted inter-
mediary [13]. Additionally, combined with smart contracts,
blockchain can enable a trustless environment and provide
a system with validity, traceability, faulty tolerance, and the
automatic execution of policy. The integration of blockchain
also enables behavior identification of IoT devices, and fault
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tolerance through consensus mechanisms such as practical
Byzantine fault tolerant [14], even when some edge servers are
compromised. Despite the proposed edge chain implemented
in the IoT area, to the best of our knowledge, very few effort
has combined the blockchain and smart contracts based on
the edge IoV systems. Therefore, we try to leverage our edge-
chain concept in the IoV access control area. The goal is to
construct an intelligent and blockchain-embedded edge-chain-
enabled system to tackle the key challenges collectively by
facilitating the secure access control for IoV devices.

However, traditional access control mechanisms, such as
role-based access control (RBAC) [15] and attribute-based
access control (ABAC) [16], are usually static, which makes it
difficult to adapt to frequent changes of IoV devices. For exam-
ple, RBAC restricts network access based on the roles of IoV
devices. Once an IoV device has obtained the accessible per-
missions, the device will maintain the permissions for a certain
period. It is thus hard for the current IoV access control mech-
anism to make a timely response while encountering some
attacks. To this end, machine learning algorithms have been
introduced to dynamic access control mechanisms in the IoV
systems. By analyzing the historical behavior of IoV devices, a
risk prediction model was constructed [17]. However, machine
learning-based accurate risk prediction requires a lot of data
for training, which is tricky to be adopted directly. In order
to solve this problem, the generative adversarial networks
(GANs) are widely developed, such as image generation, video
generation and so on. GANs utilize generator and discrimina-
tor to play a zero-sum game to achieve Nash equilibrium, and
finally produce suitable training samples [18]. Consequently,
GANs can guarantee a satisfactory accuracy even with less
training sets by using the generated samples to fine-tune and
optimize. However, the mode collapse and gradient disap-
pearance are some challenges of the original GANs. In the
early training stage, poor learning ability of generator results
in nasty collapses and produces limited varieties of samples.
Consequently, the discriminator is easy to distinguish gener-
ated samples. There will be no effective gradient information
of discriminator fed back to the generator, leading to low accu-
racy of prediction of generator and slow convergence speed of
GANs.

In order to cope with these problems, we introduce an edge-
chain-enabled system to facilitate the secure access control of
IoV devices in this study. Furthermore, to accommodate the
frequent network status changes of IoV devices, we propose
a dynamic access control model, named risk prediction-based
access control (RPBAC). We also introduce GANs to get rid of
the constraint of training set number. Additionally, aiming at
the problems of gradient disappearance and mode collapse in
the original GANs, we design a Wasserstein combined GANs
(WCGANs) method, which is inspired by Wasserstein GANs
(WGANs) method in [19] and two discriminators used in pro-
gressive growing of GANs (D2PGGANs) method in [20]. The
main contributions of this article are summarized as follows.

1) We introduce an intelligent edge-chain system, to enable
a flexible and secure access control framework for IoV
devices. In our framework, the blockchain network con-
sists of vehicle nodes and roadside units (RSUs), where

vehicle nodes act as lightweight nodes. On the contrary,
RSUs act as full nodes, which also serve as edge nodes,
providing access control service for vehicle nodes. IoV
activities are recorded as transactions in the blockchain
for secure data auditing. An intelligent management and
control module is built to provide the edge nodes with
intelligence to generate access control policies based
on the behavior data of vehicle nodes stored in the
blockchain. The access rules and policies enforcement
are programmed as smart contracts and integrated into
the proposed framework to regulate and audit the access
behaviors of vehicle nodes.

2) In the intelligent management and control module, we
propose an RPBAC model to predict the risk level
based on historical behaviors, and to assign IoV devices
with different access authorities based on their predicted
level. Aiming at the constraint of training set number on
the accuracy of machine learning models, we select the
GANs to convert the problem of risk prediction to a
sequence generation problem. The generator of GANs
can generate new sequences by fitting the probability
distribution of real data sets, which can be used to
improve the accuracy of prediction of generator.

3) In order to overcome the problems of gradient disap-
pearance and mode collapse in the original GANs, we
introduce a WCGANs. By using multiple generators, the
improved GANs can cover the probability distribution of
different modes.

The remainder of this article is organized as follows.
Section II discusses the related work. Section III describes the
edge-chain-enabled access control framework, and Section IV
introduces the RPBAC model. Section V describes the prob-
lems existed in the original GANs, formulates the WCGAN
method and explains the related algorithm. Section VI presents
and analyzes the experimental results of the proposed method
and the proposed model. This article is finally concluded in
Section VII.

II. RELATED WORKS

The current access control mechanisms are based on the
centralized architecture and distributed architecture. In a cen-
tralized architecture, all logics of decision are transferred
to a single central module. For example, Denis et al. [21]
have proposed a secure data exchange method for vehicle
to everything system, in which records contained sensitive
information and access control policies are stored in cloud in
an encrypted form. The resource owner acquires the access
authority of requesting node through structured query lan-
guage. Daewon et al. [22] have leveraged an RBAC model,
and established a self-registration vehicle management system.
Once a vehicle has registered the management items to the
management system, the system can automatically create and
management the policies of this accessing item. However, like
most centralized architectures, these solutions have a single
point of failure [23]. In a distributed architecture, decision
logics are built by resource owners themselves. For example,
Marcel et al. [24] have presented an adapted ABAC model
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for automotive architectures. The model uses different func-
tional modules to preserve multiple communication channels
and prevent unauthorized access. Dina et al. [25] have devised
a community-based access control structure for IoT devices,
in which the devices with resources constraints can evalu-
ate access authorities of external entities without a central
authorization system.

In order to accommodate the high mobility of vehicles,
novel technologies have been proposed for the IoV network.
Such as EC, which aims at reducing latency by offloading
services to the edge of network [26]. Celimuge et al. [27]
have exploited decentralized mobile edge and multitier edge
clustering to meet the requirements of high throughput and
low latency, by conducting distributed data caching and com-
puting at edge vehicles. Celimuge et al. [28] have proposed
a collaborative learning-based routing scheme for multiac-
cess vehicular EC environment. This scheme can find routes
with low communication overhead by utilizing a reinforcement
learning algorithm on the basis of end-edge-cloud collabo-
ration. By integrating proactive and preemptive actions, this
scheme achieves better packets forwarding speed. Similarly,
Jingyun et al. [29] have designed an autonomous edge/cloud
hybrid framework to improve the computation capability by
utilizing the available computing resources among nearby
vehicles, RSUs and cloud through multiple access networks.
Guanhua et al. [30] have leveraged the flexible trilateral coop-
eration among macrocell stations, RSUs and smart vehicles,
and proposed a cooperative edge caching scheme for the IoV.
The RSUs serve as edge nodes to decide which content should
be cached, and minimize the access cost of content. However,
neighboring vehicles perhaps reluctant to cache information of
other dishonest devices.

Recently, blockchain has attracted much attention [11].
Zhenyu et al. [31] have presented an energy trading model
for demand response to improve the security of Internet
of Electric Vehicles (IoEV), by integrating computing intel-
ligence, blockchain, and smart contracts. Among them,
blockchain is used to guarantee the security of energy trading
by encrypting and digitally signing. Smart contracts customize
contracts according to the distinct characteristics of each
EV type, maximizing social welfare. Computing intelligence
derives the probability distribution of EV types through offline
training and online estimation. Madhusudan and Shiho [32]
have designed an IoV access control framework founded on
blockchain, named FairAccess. The framework treats a bit-
coin system as an authorizer, and completes authorization
by allocating tokens signed on behalf of resource owner.
Liao et al. [33] have developed a task offloading framework.
This framework exploits blockchain and smart contracts to
mitigate various attacks and facilitate task offloading more
fairness based on the possibility of success task offloading.
Guy et al. [34] have presented a personal data management
system with blockchain, considering the access control mod-
erator and off blockchain storage solution. Designed as unique
owners of their personal data, clients are aware of data col-
lected about them by service providers and how they are used.
However, it is only based on the simple permit/deny access
policy through white/black listing.

The risk prediction model can provide a reference for
the evaluation of access authorities by predicting the risk
level of nodes. Hamzah et al. [35] have utilized traffic data
sets to validate that the prediction model based on neural
network is better to process the behavior data of vehicles
than other models. Xunjia et al. [36] have leveraged hidden
Markov model to predict steering angle status and quantity
road traffic risk. The risk is directly presented in the form
of time-varying risk form with improved prediction accuracy,
enhancing traffic safety. However, it needs a great amount
of training sets to ensure the accuracy of risk prediction. In
order to solve this problem, GANs is proposed since it has
good performance in learning the probability distributions of
data sets. For example, Mehdi et al. [37] have used GANs
to plan the accurate and reliable paths for navigation applica-
tions by learning the trajectories based on crowdsourced data.
Yuqiang et al. [38] have leveraged the GANs to repair the
parking data, which can improve the effectiveness of parking
guidance system. However, due to the problems of gradient
disappearance and mode collapse in the original GANs, it
is not suitable to process vehicle behavior data directly [39].
Therefore, Martin et al. [19] have addressed the problem of
gradient disappearance by replacing the Jensen Shannon (JS)
divergence with the Wasserstein-1 distance, named WGAN.
WGAN has made progress in training GANs stably, but some-
times still fails to converge since the limited learning ability of
one generator. To this end, Zhaoyu et al. [20] have designed
a new structure of GANs that consists of one generator and
two discriminators. The structure alleviates the problem of
mode collapse through the cooperation of two discrimina-
tors. Although the generator can better fit the distribution of
real data sets under the guidance of the discriminator, the
generation ability of generator has not been investigated.

III. EDGE-CHAIN-ENABLED ACCESS

CONTROL FRAMEWORK

In this section, we will discuss the overall edge-chain-
enabled access control framework, core components and the
process of vehicle access control.

A. Overview of the Proposed Framework

The overall system framework is shown in Fig. 1. In the
proposed framework, edge chain is deployed on the RSU.
The vehicle nodes act as lightweight nodes due to the con-
straints of storage and computing resources, whereas, the
RSUs, deployed along roadside, serve as full nodes, which
also considered as edge servers. Consequently, each edge
server stores a copy of the entire edge chain, listening to
messages and performing corresponding tasks. Along the mes-
sage path, core components of the proposed framework include
the blockchain integrated with smart contracts and the intel-
ligent management and control module. In our implement,
blockchain needs to store behavior data of vehicle nodes. The
data, acting as the input of the intelligent management and
control module, is to generate access control policies. The poli-
cies are written into smart contracts, supporting the automatic
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Fig. 1. Edge-chain-enabled access control framework. (a) Edge-Chain IoV System. (b) RSU. (c) Core components of the proposed framework. (d) Blockchain
and smart contracts structure.

execution of access control for vehicle nodes. When a trans-
mission activity occurs, such as information sharing among
vehicles, the deployed smart contracts will be triggered to reg-
ulate and audit the access behavior of vehicles, improving the
security of information resources in the IoV.

B. Core Components in the Proposed Framework

1) Blockchain Integrated With Smart Contracts: In the
proposed framework, smart contracts are combined with
blockchain to perform two functions. First, the blockchain is
responsible for secure storing. That is, each block records a
list of transactions over a given period, and every transaction
has a hash associated with it. In a block, all of the transaction
hashes are hashed, and the result is the Merkle root, which is
utilized to prevent tampering, improving the security of stor-
age in the blockchain. Second, the smart contracts are used to
support the automatic execution of access control policies. The
smart contracts are self-executing contracts. In other words,
once the smart contracts become effect, the contracts will exe-
cute a predefined task if the trigger conditions are met. In
the proposed framework, the request of information resources
among vehicles is defined as the trigger of the smart contracts.
The policy generated by the intelligent management and con-
trol module, is programmed into smart contract. The smart
contract is transmitted to other full nodes for verification. We
utilize the practical Byzantine fault tolerant as the consensus
protocol in line with our previous work [10]. After reaching
a consensus, the contract will be written into the blockchain,
and become an effective contract. The programmed contract
will regulate and audit the access behavior of the requesting
vehicle, avoiding the abuse of resources. For example, when

a vehicle node makes a malicious access behavior inconsis-
tent with the policy, the smart contract will stop the current
information sharing of the node account, prevent the mali-
cious behavior of the node. Moreover, the behavior data will
be recorded in the blockchain as the basis for evaluating the
high risk of the node next time.

2) Intelligent Management and Control Module: The intel-
ligent management and control module is responsible for
intelligent decision-making. By introducing the GANs, the
intelligent management and control module builds an RPBAC
model. The RPBAC model obtains behavior data of the
requesting vehicle from blockchain, and a numerical matrix
can be obtained from the historical behaviors by data pre-
processing. The numerical matrix acts as the input of the
GANs to predict the risk level of the requesting vehicle.
The predicted risk level, combined with the security require-
ments of the resource-owner vehicle, will be used to evaluate
the access authorities of the requesting vehicle, and generate
corresponding access control policy.

C. Process of Vehicle Access Control

In the edge-chain IoV system, nearby RSU generates access
policy of requesting vehicle through the intelligent manage-
ment and control module. Then, the policy is programmed into
smart contract to regulate the access behavior of the request-
ing node. Detailed descriptions of the access control process
are as follows.

1) The nearby RSU predicts the risk level of the requesting
vehicle, and generates corresponding access policy
through the intelligent management and control module.

2) The RSU programs the policy into smart contract.
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Fig. 2. RPBAC model.

3) All full nodes reach to a consensus by mining. The smart
contract is recorded as transaction in blockchain.

4) The requesting vehicle accesses resources under the
regulating and auditing of the smart contract.

IV. PROPOSED ACCESS CONTROL MODEL

In this section, we will describe the RPBAC model. As
shown in Fig. 2, the model consists of data preprocessing, risk
prediction and access authorities decision-making modules.

A. Data Preprocessing Module

By filtering, feature extracting and encoding, the data pre-
processing module is designed to transform the input data sets
into a numerical sequence or matrix that the risk prediction
module can process. Specifically, in this article, the input
data sets come from car-hacking data sets for intrusion detec-
tion [40], which includes denial of service attack, spoofing
attack, fuzzy attack and attack-free. We first filter the invalid
or corrupt values in the data sets. Then, referring to [40], iden-
tifiers (IDs) in the data sets show representative patterns of
different records. Therefore, we extract the IDs from the data
sets by matching keywords. The ID of each record is hexadec-
imal. Consequently, IDs are transformed into a 2-D feature
matrix through one-hot-vector.

B. Risk Prediction Module

The major function of the risk prediction module is
to predict the risk level of vehicles based on the input.
Considering the constraint of training set number, this module
leverages a GANs, and the problem of risk prediction can be
converted to a sequence generation problem. The GANs can
use not only the real data sets for training, but also the data
sets generated by the generator to fine-tune the parameters
of model. The prediction accuracy of GAN’s generator is thus

improved. As shown in Fig. 3, the GANs consist of a generator
and discriminator, in which the long short-term memory acts as
the generator, and the convolutional neural network acts as the
discriminator. B = {B1, B2, . . . , Bt−1} represents the historical
behavior, in which the subsequence at time t−1 is represented
as Bt−1 = {bt−1,1, bt−1,2, bt−1,3}. By inputting B, the genera-
tor can generate a new sequence Bt = {bt,1, bt,2, bt,3, riskt}, in
which riskt represents the predicted risk level of the sequence.
The discriminator distinguishes whether Bt is a real data set
or a generated data set. If the result is true, it means that Bt is
from a training data set, or else, the input is from the generator.

The training process of GANs can be equivalent to a “min-
imax game” between the generator and discriminator. The
generator “cheats” the discriminator by generating new data,
and the discriminator “beats” the generator by discriminating
whether the data is generated or real. The objective function
of GANs is calculated by

min
G

max
D

V(D, G) = Eb∼pdata(b)

[
log D(b)

]

+ Ez∼pz(z)
[
log(1− D(G(z)))

]
(1)

where b is a real data set conforming to the distribution
Pdata(b), and z is a noisy data set conforming to the dis-
tribution Pz(z). D(G(z)) represents the probability that the
generated data set G(z) is discriminated as real by the dis-
criminator. Similarly, D(b) represents the probability that b is
discriminated as real. Therefore, maximizing the expectation
of log D(b)+ log(1−D(G(z))) is the purpose of discriminator,
while minimizing the expectation of log(1 − D(G(z))) is the
purpose of generator.

C. Access Authorities Decision-Making Module

The main function of access authorities decision-making
module is to determine the authorities of vehicles, on the basis
of the predicted risk level of requesting vehicle and the secu-
rity requirement of resource-owner vehicle. In this article, we
customize the security requirement with a threshold, n. The
access authority is obtained by comparing n and predicted
risk level. For example, if the risk level is lower than n, the
requesting vehicle can access the system resource, m.

V. PROPOSED METHOD WCGAN

In this section, we will elaborate the problems existed in
the original GANs, and also introduce the proposed method
WCGAN.

A. Problem Statement

1) Gradient Disappearance: The objective function of orig-
inal GANs can be regarded as minimizing the JS divergence
between the probability distribution Pr of real data sets and
the probability distribution Pg of generated data sets, which is
represented as

KL
(
Pr||Pg

) =
∫

Pr(x) log

(
Pr(x)

Pg(x)

)
dx (2)

where Pr and Pg are continuous probability distributions.
As shown in (2), if the two probability distributions do not
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Fig. 3. Structure of GANs.

Fig. 4. Distribution Pr and Pg.

intersect, the JS divergence between them approaches to a con-
stant. The better the discriminator is trained, the gradient of
generator disappears more serious.

2) Mode Collapse: Due to the restricted ability of learning,
the sole generator of GANs can only learn portion distribu-
tions of data sets, which causes deficiencies of some modes,
reducing the diversity of GANs.

B. Methodology

1) Objective Function on the Basis of Wasserstein Distance:
To overcome the problem of gradient disappearance, the
WCGAN supersedes the JS divergence with the Wasserstein
distance to measure the cost of converting Pg to Pr. The cost
calculated in (3) represents the similarity of two distributions,
the lower the cost is, the more similar the two are

W
(
Pr, Pg

) = inf
γ∼∏

(Pr,Pg)
E(x,y)∼γ

[‖x− y‖] (3)

where
∏

(Pr, Pg) represents all possible joint distributions of
Pr and Pg. By sampling (x, y) ∼ γ from each joint distribution
γ , a real data set y and a generated data set x can be obtained.
The distance between two sets is calculated by ||x − y||.
Therefore, the expectation of ||x − y|| is E(x,y)∼γ [||x − y||].
Under

∏
(Pr, Pg), the lower bound of E(x,y)∼γ [||x−y||] is the

Wasserstein distance, which is understood as the minimum
cost.

As shown in Fig. 4, Pr is a uniform distribution of (0, Z),
where Z ∼ U(0, 1), and Pg is a uniform distribution of (θ, Z),
where θ is the horizontal distance between Pr and Pg. In this
way, the JS divergence and the Wasserstein distance between

Pr and Pg are formulated in (4), respectively,
⎧
⎪⎪⎨

⎪⎪⎩

JS
(
Pr||Pg

) =
⎧
⎨

⎩
log

(
Pg(x)

1
2 Pg(x)+0

)
= log 2, ifθ �= 0

0, ifθ = 0
W

(
Pr||Pg

) = |θ |.
(4)

If θ is equal to 0, the JS is equal to 0, otherwise, the JS is
a constant. Therefore, when the gradient descent algorithm is
used to optimize θ , the JS divergence cannot provide gradient
information. Nevertheless, the Wasserstein distance varies with
θ , which can provide an effective gradient for training.

Therefore, this article brings the Wasserstein distance into
the objective function of GANs. The discriminator of GANs is
a binary classifier. The last layer of discriminator is a sigmoid
function to output a confidence level between 0 and 1, which is
applied to judge whether the input is real or generated. In order
to introduce the Wasserstein distance, the WCGAN removes
the sigmoid function. Therefore, the resistance loss LAd

d of the
discriminator and the resistance loss LAd

g of the generator can
be expressed as

LAd
d = D(s̃0:t)− D(s0:t) (5)

LAd
g = −LAd

d = D(s0:t)− D(s̃0:t). (6)

In (5) and (6), s̃0:t represents a generated data set, and s0:t
represents a real data set. The goal of discriminator is to min-
imize D(s0:t)−D(s̃0:t), on the contrary, the generator aims to
minimize D(s̃0:t)− D(s0:t).

2) Combined GANs: To overcome the problem of mode
collapse, the WCGAN leverages multiple generators to learn
various probability distributions, which are not learned by a
single generator, improving the ability of fitting real data sets
and reducing the possibility of mode collapse. Fig. 5 shows
a GANs composed of two generators and one discrimina-
tor, where the generators share the same input (the basis for
collaboration).

Given a set of m generators, the discriminator produces a
probability distribution of soft-max over m + 1 classes. The
probability that the input belongs to a real data is denoted by
Dm+1(.). We optimize the cross entropy between the output
of soft-max and the Dirac delta distribution δ ∈ { 0,1} m+1.
Consequently, if the data set belongs to generator i, δ(i) = 1,
otherwise δ(m + 1) = 1, where i ∈ {1, . . . , m}. In order to
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Fig. 5. Combined GANs.

identify which generator produces a given fake set, the dis-
criminator must learn how to push different generators toward
different recognizable patterns. However, the goal of each gen-
erator is still the same as in the traditional GANs. Therefore,
compared with (1), the objective function of the combined
GANs is calculated as

min
G

max
D

Ex∼pdataDm+1(x; θd)

+ Ex∼pz

(
1− Dm+1

(
Gi

(
z; θ i

g

)
; θd

)
(7)

where θd is the parameter of discriminator, θ i
g is the parameter

of generator i, and Gi(z; θ i
g) represents the generate function

of generator i.
Compared with (5), when x ∼ p (where p can be a real data

set or a generated data set) and the corresponding δ are given,
aiming at the output of generator i, the loss function �i

D of
discriminator is calculated in

�i
D = Dm+1

(
Gi

(
z; θ i

g

)
; θd

)
− Dm+1(x; θd). (8)

In (8), the discriminator aims to maximize the probability
that the real data set x is discriminated as a real data set, and
minimize the probability that the generated data set Gi(z; θ i

g)

is discriminated as a real data set. Then, aiming at the output
of all generators, the loss function LD of the discriminator is
calculated as

LD = 1

m

m∑

i=1

�i
D

= 1

m

m∑

i=1

(
Dm+1

(
Gi

(
z; θ i

g

)
; θd

)
− Dm+1(x; θd)

)
. (9)

The gradient descent algorithm is used to find θd that
minimizes the value of LD, as calculated in

∇θd LD = ∇θd

[
1

m

m∑

i=1

�i
D

]

= ∇θd

[
1

m

m∑

i=1

(
Dm+1

(
Gi

(
z; θ i

g

)
; θd

))]

− ∇θd

[
1

m

m∑

i=1

Dm+1(x; θd)

]

. (10)

Combined with (5), (6), and (8), the goal of the generator i is
the opposite of the discriminator. Therefore, the loss function

Algorithm 1 Training Algorithm of the WCGAN
Input: learning rate λ = 0.0002, parameter θd and Gθg , the

number of generators m = 2, the number of iterations
ndisc = 5, historical behavior data sets of vehicles, random
distribution z ∼ p(z).

Output: the m generators Gθg .
1: Initialization θd and Gθg

2: while Gθg has not converged do
3: Sample real behavior data sets of nodes

B = {B0, B1, · · · , Bt−1} from blockchain, and set
random distribution z ∼ p(z)

4: for t = 1 to ndisc do
5: for i = 1 to m do
6: Bi

t ← Gi
t(B, z)

7: Calculate �i
D ← Dm+1(Gi(z; θ i

g); θd)− Dm+1(x; θd)

8: end for
9: Update the parameters θd ← θd + λ∇θd

1
m

∑m
i=0 �i

D of
the discriminator

10: end for
11: for i = 1 to m do
12: Bi

t ← Gi
t(B, z)

13: Calculate �i
G ← Dm+1(x; θd)− Dm+1(Gi(z; θ i

g); θd)

14: end for
15: Update the parameters θ i

g ← θ i
g+λ∇θ i

g
�i

G of generator i
16: end while
17: Return to the m generators Gθg

of the generator i is calculated in

�i
G = Dm+1(x; θd)− Dm+1

(
Gi

(
z; θ i

g

)
; θd

)
. (11)

The gradient descent algorithm is also used to find θ i
g that

minimizes the value of �i
G, which is calculated in

∇θ i
g
�i

G = ∇θ i
g

[
−Dm+1

(
Gi

(
z; θ i

g

)
; θd

)]
. (12)

In this case, all generators can be updated in a parallel
way. The generators form a hybrid mode caused by the objec-
tive function. When pd = (1/m)

∑m
i=1 pgi , each generator

represents a hybrid component to achieve global optimality.
3) WCGAN Procedure: In order to overcome the prob-

lems of gradient disappearance and mode collapse in the
original GANs, we design a WCGAN training algorithm.
Supposing there are m generators for cooperation training in
the WCGAN. Algorithm 1 specifies the proposed WCGAN
training algorithm. In Algorithm 1, we aim to obtain the
parameters of m generators, Gθg = {θ1

g , θ2
g , . . . , θ i

g, . . . , θ
m
g }.

The generators and discriminator are trained alternately.
Additionally, generators are trained only after the discrimi-
nator has been trained ndisc times, to play the supervisory role
of the discriminator.

VI. NUMERICAL RESULTS

In this section, we will present experimental results to illus-
trate the effectiveness of the WCGAN method and RPBAC
model. In our experiments, the WGAN, D2PGGAN, and
WCGAN methods are compared in respect of Wasserstein
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Fig. 6. Comparison of the Wasserstein distance.

Fig. 7. Comparison of the mean absolute error.

distance, mean absolute and relative error, and prediction accu-
racy. Furthermore, we will also discuss the utility of the
RPBAC model in respect of accuracy and response time of
access control.

A. Experimental Environment

The risk prediction model is built on Tensorflow 1.12.0 and
coded through Python. The data sets for this experiment are
from car-hacking data sets for intrusion detection [40]. This
data sets were collected from real vehicles while perform-
ing denial of service attack, spoofing attack, fuzzy attack and
attack-free. The learning rate is 0.0002.

B. Performance of the WCGAN Method

To exhibit the feasibility and effectiveness of WCGAN
method, we convert different malicious behavior data into dif-
ferent risk levels, which is represented as a binary form with
four digits. After preprocessing, we extract 10 000 records
from the data sets for training, which includes 5000 attack
and 5000 attack-free records. We compare the Wasserstein dis-
tance of WGAN, D2PGGAN and WCGAN methods under the
extracted training sets. Then we extract 500, 1000, 1500, 2000,
2500, 3000, 3500, 4000, 4500, and 5000 records from the data

Fig. 8. Comparison of the mean relative error.

Fig. 9. Comparison of the prediction accuracy.

sets for testing, respectively. Each testing set contains half of
attack records and half of attack-free records. We compare the
mean absolute and relative error, and the prediction accuracy
among the three methods under the extracted testing sets.

Fig. 6 is the variation of Wasserstein distance with dif-
ferent iterations. As shown in Fig. 6, after 15 iterations of
training, the Wasserstein distance of WGAN is about 0.0108,
the D2PGGAN is about 0.0023, and the proposed WCGAN
approaches 0. The results indicate that WCGAN has com-
pleted the probability distribution learning of training sets,
and the data sets generated by WCGAN are more similar to
the real data sets than the WGAN and D2PGGAN. This is
probably because the three models leverage Wasserstein dis-
tance to calculate the loss function, alleviating the problem
of gradient disappearance in the original GANs. Additionally,
the WCGAN utilizes two generators, improving the learning
ability of model.

Fig. 7 shows the mean absolute error of prediction changes
with different number of testing sets among the three methods.
As shown in Fig. 7, the WCGAN has the least mean abso-
lute error giving the same testing set number. Similarly, Fig. 8
shows the mean relative error of prediction changes with dif-
ferent number of testing sets. In Fig. 8, the mean relative error
of WCGAN is about 0.01, which is much smaller than the val-
ues of WGAN and D2PGGAN. The results indicate that the
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Fig. 10. Comparison of the access control accuracy.

prediction error of WCGAN is extremely small or even negli-
gible. This is due to the fact that the WCGAN leverages two
generators to cover different probability distributions of data
sets, reducing the problem of mode collapse.

The variation of prediction accuracy in different number
of testing sets is displayed in Fig. 9. As shown here, the
prediction accuracy of WCGAN is about 0.99, the WGAN is
about 0.85, and the D2PGGAN is about 0.89. Compared with
the other two models, the WCGAN has maintained a high
prediction accuracy by utilizing two well-trained generators
for prediction.

C. Performance of the RPBAC Model

The experimental data sets consist of different access
requests. Each request contains four properties: the subject
(the vehicle that initiated the access request), the object (the
vehicle being requested), the form and occurrence time of
access. The requesting vehicles in each request are randomly
selected, and generate 10 rounds of requests, R1, R2, . . . , R10.
The requests of each round are generated by 50 vehicles. Each
vehicle launches i requests, and i ∈ {1, 2, . . . , 10}. The occur-
rence time of each request is random. The requests alternately
consist of malicious and normal requests. The normal requests
mean that the vehicle has no malicious behavior. The mali-
cious requests mean that the vehicle has malicious behavior.
The RBAC model in [15], the ABAC model in [16], and
the proposed RPBAC model are used to conduct the access
authorities of 10 group access requests, respectively. The three
models are compared in terms of the accuracy of access con-
trol and average response time to validate the utility of the
RPBAC model.

Fig. 10 is the comparison of the accuracy of access control
in different number of requests among the three models. As
shown in this figure, the RPBAC model has the highest accu-
racy of access control giving the same request number. The
RPBAC model dynamically decides the authorities of vehicles
by evaluating the real-time risk level of vehicles, improving the
feasibility of access control. Moreover, as the growing amounts
and types of requests, the advantages of RPBAC model in
access authorization become more obvious, better protecting

Fig. 11. Comparison of the average response time.

the security of information resources than traditional access
control mechanisms.

Fig. 11 shows the comparison of average response time in
different number of requests among the three models. With
the increasing number of access requests, the average response
time of each model fluctuates partially. However, the overall
trend is stable. The response time of the proposed model is
longer than the ABAC and RBAC models slightly, because it
spends some time in evaluating the risk level of nodes. For the
RBAC model, once the role of a node is verified, the access
authorities of this node will be fixed. The ABAC model needs
some time to calculate whether a set of attributes meets a
certain condition for the authorization judgment. In contrast,
in each access request, the RPBAC model needs to calculate
the risk level of a node, and adjusts the access authorities
dynamically. However, only a tiny time increment is caused
via this method, which is acceptable in the IoV.

VII. CONCLUSION

In this article, we leverage the intelligent edge chain to
enable the access control for IoV devices, and propose an
RPBAC model, to regulate the behaviors of vehicles. In addi-
tion, we introduce the GANs to build a risk-prediction module.
We afterward analyze the problems of gradient disappear-
ance and mode collapse in the original GANs, and devise
a WCGAN method. Compared with the existing WGAN and
D2PGGAN methods, experimental results demonstrate that the
WCGAN method matches closer to the real data in respect of
probability distribution, and has higher accuracy. The results
further show that the RPBAC model displays higher accuracy
of access control than the RBAC and ABAC models.
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