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How to change the template color theme 
You can easily change the color theme of your poster by going to the 

DESIGN menu, click on COLORS, and choose the color theme of your 

choice. You can also create your own color theme. 

 

 

 

 

 

 

 

You can also manually change the color of your background by going to 

VIEW > SLIDE MASTER.  After you finish working on the master be sure to 

go to VIEW > NORMAL to continue working on your poster. 

 

How to add Text 
The template comes with a number of pre-

formatted placeholders for headers and text 

blocks. You can add more blocks by copying and 

pasting the existing ones or by adding a text box 

from the HOME menu.  

 

 Text size 
Adjust the size of your text based on how much content you have to 

present. The default template text offers a good starting point. Follow 

the conference requirements. 

 

How to add Tables 
To add a table from scratch go to the INSERT menu and  

click on TABLE. A drop-down box will help you select rows 

and columns.  

You can also copy and a paste a table from Word or another PowerPoint 

document. A pasted table may need to be re-formatted by RIGHT-CLICK > 

FORMAT SHAPE, TEXT BOX, Margins. 

 

Graphs / Charts 
You can simply copy and paste charts and graphs from Excel or Word. 

Some reformatting may be required depending on how the original 

document has been created. 

 

How to change the column configuration 
RIGHT-CLICK on the poster background and select LAYOUT to see the 

column options available for this template. The poster columns can also 

be customized on the Master. VIEW > MASTER. 

 

How to remove the info bars 
If you are working in PowerPoint for Windows and have finished your 

poster, save as PDF and the bars will not be included. You can also delete 

them by going to VIEW > MASTER. On the Mac adjust the Page-Setup to 

match the Page-Setup in PowerPoint before you create a PDF. You can 

also delete them from the Slide Master. 

 

Save your work 
Save your template as a PowerPoint document. For printing, save as 

PowerPoint or “Print-quality” PDF. 

 

Print your poster 
When you are ready to have your poster printed go online to 

PosterPresentations.com and click on the “Order Your Poster” button. 

Choose the poster type the best suits your needs and submit your order. 

If you submit a PowerPoint document you will be receiving a PDF proof 

for your approval prior to printing. If your order is placed and paid for 

before noon, Pacific, Monday through Friday, your order will ship out that 

same day. Next day, Second day, Third day, and Free Ground services are 

offered. Go to PosterPresentations.com for more information. 

 

Student discounts are available on our Facebook page. 

Go to PosterPresentations.com and click on the FB icon.  
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DES IG N  G U IDE  
 

This PowerPoint 2007 template produces a 36”x48” 

presentation poster. You can use it to create your research 

poster and save valuable time placing titles, subtitles, text, 

and graphics.  

 

We provide a series of online tutorials that will guide you 

through the poster design process and answer your poster 

production questions. To view our template tutorials, go online 

to PosterPresentations.com and click on HELP DESK. 

 

When you are ready to print your poster, go online to 

PosterPresentations.com 

 

Need assistance? Call us at 1.510.649.3001 

 
 

QU ICK  START  
 

Zoom in and out 
 As you work on your poster zoom in and out to the level 

that is more comfortable to you.  

 Go to VIEW > ZOOM. 

 

Title, Authors, and Affiliations 
Start designing your poster by adding the title, the names of the authors, 

and the affiliated institutions. You can type or paste text into the 

provided boxes. The template will automatically adjust the size of your 

text to fit the title box. You can manually override this feature and 

change the size of your text.  

 

TIP: The font size of your title should be bigger than your name(s) and 

institution name(s). 

 

 

 

 

Adding Logos / Seals 
Most often, logos are added on each side of the title. You can insert a 

logo by dragging and dropping it from your desktop, copy and paste or by 

going to INSERT > PICTURES. Logos taken from web sites are likely to be 

low quality when printed. Zoom it at 100% to see what the logo will look 

like on the final poster and make any necessary adjustments.   

 

TIP:  See if your school’s logo is available on our free poster templates 

page. 

 

Photographs / Graphics 
You can add images by dragging and dropping from your desktop, copy 

and paste, or by going to INSERT > PICTURES. Resize images 

proportionally by holding down the SHIFT key and dragging one of the 

corner handles. For a professional-looking poster, do not distort your 

images by enlarging them disproportionally. 

 

 

 

 

 

 

 

Image Quality Check 
Zoom in and look at your images at 100% magnification. If they look good 

they will print well.  
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New age of “Internet of Things” (IoT) will network 50 billion devices by 2025. 

 Smartphones, sensors, watches, bulbs, webcams, etc. 
 

Conventional cloud computing falls short because: 

 Massive data volume and high-speed accumulation at edge 

 Some apps require fast response and low latency: AR/VR, self-driving, etc. 

 Resource-poor IoT devices need “closer” resource assistance 
 

Edge (fog) computing brings more resources close to the IoT devices; share 
resources among IoT applications and IoT devices 

 Enable new “Edge-IoT” Architecture 

 Enable apps in smart home, smart city, smart transportation etc. 

 

Background 

Major challenges: IoT devices can be both “weak” and “vulnerable” 

 Weak: limited capabilities, needs offloading tasks to edge 

 Vulnerable: easy to be hacked and turned to botnet 

The edge server can act as a gateway to (1) enforce security policies and (2) 
allocate resource dynamically for IoT devices.  

 

Problems:  
 
 How an edge server monitors device activities and detects malicious behavior using a 

secure and enforced mechanism? 

 How an edge server dynamically and optimally allocates limited resources for various 
IoT devices and apps? 

Research Problems 

System Modules 

1. IoT Proxy:  accommodate legacy IoT devices and offer backward compatibility  

 Create blockchain accounts and interact with blockchain for legacy IoT devices 

 Non-legacy devices can interact with blockchain directly 

2. Smart Contract Interfaces 

 Bridge between IoT devices and the smart contracts 

 Web3.js protocol, Javascript based APIs 

3. Smart contracts 

 Digital currency system for credit-coin management  

 Policy management: analyzes devices behavior and enforces resource policies 

4. Blockchain server 

 Provides blockchain services; executes smart contracts  

 Records all activities and transactions on blockchain; mines new blocks 

5. Application interfaces and Edge Resource Provisioning 

 Application interfaces trigger resource provisioning; using Node.js framework  

 Edge servers provision resources for IoT devices and apps 

System Workflow 

Four Key Procedures for the proposed Edge-Chain system. 

 Blockchain implementation 

• Install blockchain on the edge servers and sync across multiple devices  

 Smart contracts deployment 

• Write, test, run, and deploy smart contracts over blockchain 

 IoT devices registration 

• Process different for legacy and non-legacy IoT devices 

• Create accounts and add attributes to smart contracts; initial coins assigned 

 IoT device activities management 

• Legacy: monitor and audit behavior; Non-legacy: could obtain edge resources 
through smart contracts and blockchain 

• Charge devices accordingly; penalize bad behaviors; all transactions recorded 

 

System Design System Prototype and Experimentation 

An Edge-IoT testbed is built on UMSL campus, which includes: 

Hardware: 

(1) Edge server: one HP ProDesktop (3.2GHz CPU, 16G GB RAM, 1TB storage); a 
dedicated high-performance edge cloud is under final configuration. 

(2) IoT devices: two laptops, Raspberry Pi (Model B), sensor hat, webcams. 
 
Software: 

(1) Edge server: Ubuntu operating system; OpenStack cloud computing platform 

(2) Blockchain implementation: Geth 1.8.2; Truffle 4.0.6; Solidity 0.4.19; Web3 0.2 
 

Application Test: Smart home front door video monitoring 

 Video frame processing: Face detection  

 Edge resources type: bandwidth, computing 

 Overhead: 1.2s for the interaction with smart contract 

 

Conclusions 
 A Credit-Coin based edge resource management system is proposed using 

Blockchain and Smart Contracts technologies. 

 Edge computing resources are allocated automatically based on request details, 
application types and history activities of IoT devices. 

 All IoT activities and transactions are recorded on blockchain with data 
persistence, data traceability, and tampering resistance. 

  Ongoing and Future Work 
 Integrate new findings and knowledge into new curriculum under development 

 Use AI and machine learning to optimize resource usage and make smart decision 

 Blockchain and smart contracts introduce new overhead for the Edge-IoT system. 
A lighter chain implementation is useful to improve the system performance. 

 Deploy and test different types of IoT devices with different resource demands. 

 

 

Jianyu Wang, Austin Hester, and Jianli Pan  

Department of Mathematics and Computer Science, University of Missouri-St. Louis 
 

Credit-Coin: Secure Resource Management Using Blockchain and Smart Contracts 
 for Future Edge-IoT Systems 

Our Proposal 
We propose a new “Credit-Coin” solution utilizing blockchain and smart contracts for 
secure device management and optimal resource allocation. The edge servers 
running the new credit-coin system is called “Edge Chain” platform. 

 

Blockchain is deployed on Edge-IoT to record all the activities and transactions 
(including malicious behavior) into the blockchain automatically. 

 Data persistence 

 Tampering resistance 

 Distributed storage and validation 

 

Smart contracts run on the blockchains to perform the Credit-Coin based resource 
management without third-party interference. 

 Self-executing 

 Events-triggered 

 Rules-enforced 

Figure 1. System Workflow 
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Figure 3. System Modules 

Figure 6. Overhead of Blockchains 
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Request ID Account # Balance App Type Priority Last Activity Behavior 
1 0x822911c99479

0896acb3d322ce
b12b7907730ea1 

315 sensor normal 1522940136.
753401 

normal 

2 0xffdb8182b87a6
ecb2317e3d3656
3c291168024b2 

1050 video emergent 1522940160.
072789 

frequent 

Table 1. Service Requests Example 

Figure 2. System Illustration 

Figure 1. Edge (fog) computing 

Figure 5. Testbed 

Figure 4. System Workflow 

http://www.facebook.com/pages/PosterPresentationscom/217914411419?v=app_4949752878&ref=ts
mailto:pan@umsl.edu
mailto:jwgxc@umsl.edu
mailto:arh5w6@mail.umsl.edu

