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Computer Security 101  
 

The fun part of Computer 
Security



#whoami
• Security Research, Cyber Crime 

• GIT > George Mason > UC Berkeley > FireEye > On Stage 

• Extensive research on Cyber crime and internet threats 

• Currently Building Data-driven Network Security Products 
at Informant Networks 

• I love the Internet, A LOT! 

• http://hitesh.xyz

http://hitesh.xyz


Agenda
• What is Computer Security 

• Need to protect computer systems 

• Early Days of Computer Security 

• Evolution of threats 

• Current trends



Computer Security?



UCLA, Computer Security Training Guide

“Computer Security is the protection of 
computing systems and the data that they store 

or access.” 



But its just a computer?
• Your bank records are no longer in books 

• Your UID number is all electronic 

• You use more money via plastic than via hard 
currency 

• Your power at home is regulated by means of a 
computer 

• Basically, Everything you consume went via a CPU



Early Days
• Mostly for fun or showoff 

• No destructive intent or malice 

• Exploratory rather than harmful 

• Bunch of smart people trying to outsmart each 
other 

• Bragging rights!



Internet and Trust

• Systems were designed to be simple 

• Everyone knew each other 

• Trust is human. Not computable 

• In the early Internet, Everyone knew each other. 
Personally



But then



1979 
 

First Computer Worm created at  
Xerox PARC

But then



1986  

First ever Virus 
Brian.A was created in Pakistan by  

Basit Farooq Alvi and Amjad Farooq Alvi 

1988 
 

Morris Worm 
 

First Worm uploaded to the Internet(ARPANET) 
Robert Morris did it out of boredom 

3 years probation and $10000 Fine



1990 
 

Self Replicating Viruses are 
born. 

Virus meets Worm 



1998 
 

500+ U.S. Government 
Systems hacked by 

two teenagers



2007 

Storm 

A Trojan that sends spam  
Spread via social engineering  

 
Infected 8% of the Internet in 

72 hours



2006 - Nyxem  

2008 - Koobface 
 

2009 - Conflicker



2010 
 

Stuxnet 

Targeted Attack on Iran 
Nuclear Power Plant 

 
Paradigm Shift



These are just the reported ones



Current Trends



Talk about 
 growth

20K Crore



Clearly, The problem is not solved



More Malware per day then ever  
https://www.av-test.org/en/statistics/malware/


